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New Information Management & Protection system
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1. Strategy for Information Security through Information Management & Monitoring
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Supporting individuals to manage the information security and check the changed HDD info, logs and so on. 

If anomaly detected, the management system could be run the audit of the agent for both proactive and reactive analysis.

2. Strategy for Information Leakage through the management of sensitive information

Providing lots of the information assets in the organization are held and managed directly by individual personnel, 

then the organization manages the confidential information. By distributed information management between the organization and 

individuals, this composition prevents the information leakage and reduces the workload for the information asset management 

using systematic monitoring and control.

Personnel
Acquire the evidence
in forensically sound

Manage the Life Cycle of the Information and Security Settings

Personnel

Company

Creation

Monitor the Information Flow using Integration of a variety of logs

▲

Storage
Use

(Edit/Publish)

Real-time tracking and 

managing the Life Cycle 

of the Information

Destruction

Permanent
erase 


